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§ 1 Einleitung

A. Einführung in die Thematik
Der Vormarsch des Internet scheint unaufhaltsam. Kaum ein Unternehmen hat 
nicht eine eigene Homepage und bietet Geschäftspartnern und Kunden eine E-
Mail-Adresse als Kommunikationsmittel an. Der alleinige Geschäftszweck einer 
Reihe von Firmen liegt mittlerweile darin, verschiedenste Dienste im Internet 
anzubieten. Per Mausklick kann der Konsument im Internet CDs und Bücher 
bestellen, seine gesamten Bankgeschäfte abwickeln, auf Partnersuche gehen oder 
sich seine täglichen Einkäufe zu fast jeder Uhrzeit nach Hause schicken lassen. Die 
Kommunikation erfolgt dabei sekundenschnell, kostengünstig und ist an keinerlei 
Ländergrenzen gebunden.  

Dass auch die Auswirkungen auf die Arbeitswelt enorm sind, liegt auf der Hand.1

Die traditionelle Bindung des Arbeitnehmers an die Produktionsstätte wird immer 
mehr aufgelockert, da der Arbeitnehmer in der Informationsgesellschaft oftmals 
nicht mehr produziert, sondern Wissen als Dienstleistung anbietet. Diese 
Dienstleistung ist an keinen festen Ort gebunden, sondern kann von nahezu jedem 
Platz der Welt aus erbracht werden, sofern nur ein Internetanschluss vorhanden 
ist. Aber selbst bei Tätigkeiten, die traditionell eine manuelle Ausführung 
voraussetzen, ist es häufig nicht mehr erforderlich, dass der Dienstleister vor Ort 
anwesend ist. Ein beeindruckendes Beispiel hierfür ist der Arzt, der über Internet 
einen Roboter steuert und dadurch eine Knieoperation durchführt. In der 
arbeitsrechtlichen Terminologie wird das Phänomen der Auflösung der 
traditionellen Bindung des Arbeitnehmers an die Betriebsstätte gemeinhin mit dem 
Oberbegriff der Telearbeit umschrieben. Auf diese wird im Laufe der Arbeit an 
mehreren Stellen zurückzukommen sein.  

Aber auch betriebliche Arbeitsleistungen werden zunehmend von neuen 
Technologien beeinflusst. Der Umstellung der Schreibmaschine auf die moderne 
Textverarbeitung folgt nunmehr die Umstellung des internen und externen 
Postwegs in Papierform auf die Kommunikation über E-Mail, gemeinhin als 
papierloses Büro bezeichnet. Die Einführung der §§126 Abs. 3, 126a BGB und der 
damit verbundene Ritterschlag der digitalen Signatur wird diese Entwicklung 
sicherlich beschleunigen. Die Informationsbeschaffung über Printmedien wird in 
zunehmendem Maße von der bequemeren und schnelleren 
Informationsbeschaffung über das WWW2 verdrängt, eine Entwicklung die 
angesichts der auf lange Sicht sicherlich bestehenden Bedrohung des Kulturguts 

1 Vgl. hierzu etwa die Aufsätze von Linnenkohl/Kilz/Rauschenberg/Reh, AuR 1991, S. 203ff aus „früherer“ Zeit; 
ders., Die Virtualisierung der Arbeitsbeziehungen, BB 1998, S. 45ff; ders., Cyberspace und 
Arbeitsbeziehungen,  BB 2001, S. 42ff.

2 World Wide Web. 
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Buch nicht nur zu begrüßen ist. Auch die Umstände des Zustandekommens von 
Arbeitsverträgen bleiben von den neuen Informationstechnologien nicht 
unberührt. Viele Firmen bieten Berufsuchenden die Möglichkeit, sich online zu 
bewerben; die anschließenden Vertragsverhandlungen erfolgen häufig rund um 
den Globus über E-Mail.  

Selbst das scheinbar so alt bekannte Telefon ist nicht mehr so wie es war. Greift 
der Arbeitnehmer zum Hörer, so löst er damit unter Umständen globale 
Telefonkonferenzen mit Übertragungen von Wort und Bild aus. Moderne 
Telefonanlagen besitzen mannigfaltige Funktionen, die dem Arbeitnehmer 
zahlreiche neue Möglichkeiten bieten, in gleichem Maße allerdings auch dem 
Arbeitgeber vorher ungeahnte Überwachungsmöglichkeiten eröffnen. Dass der 
Arbeitnehmer die neuen technischen Möglichkeiten am Arbeitsplatz auch zu 
privaten Zwecken nutzen kann und auch nutzt, wurde in den Kindheitstagen der 
neuen Technologien mehr oder weniger hingenommen. Einige Vorfälle, wie die 
durch Rundfunk und Presse reichlich ausgeweideten „0190-Telefonate“ in 
deutschen Amtsstuben, die zum Kult avancierte virtuelle Jagd auf Moorhühner 
oder der an die Öffentlichkeit gelangte Hang vorwiegend männlicher Mitarbeiter 
einzelner Firmen, das Internet zu pornographischen Zwecken zu nutzen, haben 
mittlerweile zunehmend die Aufmerksamkeit der Arbeitgeber auf das Problem der 
privaten Nutzung neuer Medien am Arbeitsplatz gelenkt. Auch die Literatur hat 
sich der Thematik in neuerer Zeit verstärkt angenommen,3 in der Rechtsprechung 
ergehen mittlerweile erste Urteile,4 in der Politik sind Aktivitäten erkennbar. 
Neben den schon als alt bekannt zu bezeichnenden Beteuerungen, den 
Arbeitnehmerdatenschutz in einem eigenen Gesetz zu regeln, wurden Töne laut, 
die eine Privatnutzung am Arbeitsplatz in gewissem Umfange gesetzlich gestatten 
wollen.5 Die Proteste der Arbeitgeberseite folgten auf dem Fuß. 

B. Gegenstand, Ziel und Gang der Darstellung

Ziel der Ausarbeitung ist es, die Problematik der privaten Nutzung neuer Medien 
unter allen arbeitsrechtlichen Gesichtspunkten darzustellen und, soweit möglich, 

3 Vgl. z.B. Däubler, Internet und Arbeitsrecht; Hanau/Andres, Die private Internetnutzung am Arbeitsplatz; 
Balke/Müller, BB 1997, S. 326ff; Raffler/Hellich, NZA 1997, S. 862ff; Bijok/Class, RDV 2001, S. 52ff; Tinnefeld, 
MMR 2001; S. 797ff; Vehslage, AnwBl 2001, S. 145ff; Beckschulze/Henkel, DB 2001, S. 1491ff; Kronisch, AuA 
1999, S.550ff; Ernst, NZA 2002, S.585ff; rechtsvergleichend (Spanien): Selenkewitsch, NZA 2002, S. 22ff. 

4 So z.B. ArbG Wiesbaden v. 2.5.2001, NZA-RR 2001, S. 639ff; ArbG Wesel v. 21.3.2001, NJW 2001, S. 
2490ff; ArbG Hannover v. 1.12.2000, NZA 2001, S. 1022ff; ArbG Frankfurt v. 2.1.2002, in: NZA 2002, 
S.1093.

5 Vgl. Handelsblatt vom 16.10.2000. Unjüngst hat sich dazu auch die Gewerkschaft ver.di  zu Wort gemeldet, 
abrufbar unter www.onlinerechte-fuer-beschaeftigte.de   
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Lösungsansätze zu bieten. Probleme des Steuerrechts6 sowie des gesamten 
Urheberrechts werden nicht behandelt. Prüfungsgegenstand sind ausschließlich 
Normen des Bundes- und Europarechts, so dass insbesondere Probleme der 
Landesdatenschutzgesetze nicht erörtert werden. Die vorliegende Ausarbeitung ist 
eine juristische. Es wird versucht werden, die getroffenen Aussagen so weit als 
möglich nicht an speziellen technischen Detailfragen festzumachen, sondern in 
technischer Hinsicht so allgemein zu halten, dass ihre Erkenntnisse auch für 
künftige Entwicklungen der Informations- und Telekommunikationstechnologien 
fruchtbar gemacht werden können. In §2 wird deshalb einleitend nur ein 
summarischer Überblick über die technischen Grundlagen gegeben. Soweit diese 
einer Vertiefung bedürfen, geschieht das am gegebenen Ort.  

Unter „neue Medien“ wird in erster Linie das Internet in all seinen 
Erscheinungsformen verstanden. Aber auch das Telefon hat insbesondere durch 
die Entwicklung der ISDN-Technik und die rapide Zunahme der Mobiltelefone 
einen Innovationsschub erfahren, der es erforderlich erscheinen ließ, es in die 
Erörterungen, wo nötig, mit aufzunehmen. Nicht näher erörtert wird das Telefax, 
da es in Bedienung und Funktionalität keine mit den anderen Medien 
vergleichbare Entwicklung durchschritten hat.  

Nach der Darstellung der technischen Grundlagen soll geklärt werden, wann eine 
Nutzung als dienstlich oder privat anzusehen und wann eine Privatnutzung erlaubt 
oder verboten ist. Nach einer Erörterung der individualrechtlichen Besonderheiten 
der Telearbeit schließt sich einer der beiden Hauptpunkte der Arbeit an: 
Insbesondere das Internet eröffnet dem Arbeitgeber  nahezu unbegrenzte 
Überwachungsmöglichkeiten. Es bedarf einer eingehenden Erörterung, inwieweit 
dieses Überwachungspotential in sinnvoller Weise durch Rechtsvorschriften und 
Grundrechte des Arbeitnehmers zu begrenzen ist. Sind die individualrechtlichen 
Grenzen von Arbeitgeberkontrollen abgesteckt, wird als zweiter Schwerpunkt 
untersucht, welche kollektiven Regelungsmöglichkeiten bezüglich der privaten 
Nutzung neuer Medien bestehen. Im Mittelpunkt der Erörterungen steht dabei das 
Mitbestimmungsrecht nach §87 Abs. 1 Nr. 6 BetrVG. Schließlich bleibt zu klären, 
welche Konsequenzen sowohl Arbeitgeber als auch Arbeitnehmer aus 
durchgeführten Überwachungen ziehen können. Im Mittelpunkt stehen hier 
Fragen der Abmahnung und der Kündigung sowie der Verwertbarkeit von 
Überwachungsergebnissen im Prozess.    

6 Hingewiesen sei in diesem Rahmen auf §3 Nr.45 EStG, der nunmehr festlegt, dass Vorteile der Arbeitnehmer 
aus der privaten Nutzung von betrieblichen PCs und Telekommunikationseinrichtungen steuerfrei sind; 
dazu Beckschulze/Henkel, DB 2001, S.1491 (1503); Däubler, Internet und Arbeitsrecht, Rdnr.185a. 
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§2 Die Technischen Grundlagen

A. Internet und Intranet
Das Internet ist ein Verbund von Computern und Netzwerken, die über feste 
Leitungen miteinander verbunden sind,7 der aus verschiedenen Teilbereichen 
besteht. Die wohl bekanntesten Dienste, die im Rahmen dieses Verbundes genutzt 
werden können, sind das „World Wide Web (WWW)“ sowie die Möglichkeit, 
elektronische Nachrichten (E-Mails) zu verschicken und zu empfangen. Die 
Nutzung des WWW wird im allgemeinen Sprachgebrauch oftmals als „Surfen im 
Internet“ bezeichnet. Sonstige Dienste des Internets, die für die Abhandlung 
relevant sind, sind: „FTP (File Transfer Protocol)“, „Usenet“ und „IRC (Internet 
Related Chat)“8.

In vielen Unternehmen existiert mittlerweile ein so genanntes „Intranet“, auf das 
nur ein bestimmter Benutzerkreis (in der Regel die Beschäftigten eines 
Unternehmens) zugreifen kann. Möglich ist auch ein unternehmensübergreifendes 
Konzernintranet. Vereinfacht ausgedrückt ist das Intranet das Internet des 
Unternehmens, da die Struktur weitestgehend vergleichbar ist. So können die 
Mitarbeiter über das Intranet auf unterschiedlichste Informationen über das 
Unternehmen zugreifen oder Nachrichten versenden und empfangen. 

B. Das World Wide Web (WWW)

Das WWW wird häufig (unrichtiger Weise) mit dem Begriff „Internet“ 
beschrieben, obwohl es nur einen von vielen Diensten darstellt, wenngleich es 
ohne Frage der populärste Internetdienst ist. Über das WWW werden Seiten zur 
Verfügung gestellt, die in der HTML-Seitenbeschreibungssprache erstellt werden. 
Die Inhalte der Seiten sind mannigfaltig. Sie können Texte, Bilder, 
Videosequenzen und Musik enthalten. Der Nutzer kann sich informieren, 
einkaufen oder Bankgeschäfte tätigen. Über die WWW-Seiten ist oftmals auch eine 
Verbindung zu den anderen Diensten des Internet möglich. Auf vielen 
Internetseiten findet sich etwa eine „Chat“-Funktion.  

Einzelne Seiten sind häufig über so genannte „Hyperlinks“ miteinander verknüpft. 
Klickt der Nutzer auf den Hyperlink, gelangt er auf die entsprechend hinterlegte 
Seite. 

Der Anwender erreicht die Internetseite über die Eingabe der Adresse in die 
Adresszeile (z.B. www.yahoo.com oder www.jura.de). Ist dem Anwender eine 
bestimmte Adresse nicht bekannt, so kann er mit Hilfe so genannter 

7 Hanau/Andres, S. 1. 

8 Auf die Funktionsweise dieser Dienste wird sogleich eingegangen. 
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Suchmaschinen (z.B. yahoo.com, altavista.com oder google.com) über die Eingabe 
eines oder mehrerer Begriffe passende Seiten aus dem WWW herausfiltern. 
Oftmals sind WWW-Seiten aufwendig gestaltet. Ihre Anzeige auf dem 
Arbeitsplatz-PC kann deshalb den Transport einer erheblichen Datenmenge 
erfordern, was wiederum zu einer erhöhten Belastung der EDV-Systeme führt. 
Häufig hat der Nutzer die Möglichkeit, sich Inhalte aus dem WWW, insbesondere 
Bilder oder Videosequenzen, auf seinen Arbeitsplatzrechner herunterzuladen. Dies 
kann zu einer Überlastung der betrieblichen Speicherkapazität führen.  

C. E-Mail

Per E-Mail (“Electronic Mail”) kann der Nutzer Nachrichten in elektronischer 
Form verschicken. Dazu gibt er am Bildschirm den Text seiner Nachricht ein, in 
die Adresszeile die E-Mail-Adresse des Empfängers und klickt dann auf das 
Sendefeld. Über Modem oder ISDN-Karte wählt sich der Benutzer-PC ins 
Internet ein, die Nachricht wird versendet. Dem Nutzer stehen zahlreiche 
Möglichkeiten zur Verfügung, diese Grundkonstellation zu variieren. So kann er in 
die Adresszeile eine beliebige Anzahl an Empfängern eingeben. Er hat die 
Möglichkeit, die Nachricht an einen bestimmten Empfängerkreis lediglich in 
Kopie zu versenden. Schließlich kann er die Nachricht auch in Blindkopie 
verschicken: Der/Die Empfänger der Blindkopie sehen dann zwar, wer die 
Nachricht als Hauptempfänger bzw. als Kopie erhalten hat, umgekehrt bleibt der 
Empfänger der Blindkopie aber für den Hauptempfänger unerkannt. 

Der Absender kann die E-Mail mit Anhängen (Attachements) versehen. So kann 
er an die eigentliche Nachricht umfangreiche Word-Dokumente9 oder Bilddateien 
anhängen, was wiederum zu einer Erhöhung der zu transportierenden 
Datenmenge führt. Der Weg der E-Mail muss nicht zwingend direkt vom Rechner 
des Absenders zum Rechner des Empfängers führen. Sie kann vielmehr einen 
Umweg über verschiedene Server in verschiedenen Ländern nehmen, was aber an 
der kurzen Übertragungszeit in der Regel nicht viel ändert. Beim Empfänger 
angekommen sieht dieser im so genannten „Header“ zunächst, von wem die E-
Mail stammt, wer diese bekommen hat (mit Ausnahme der Empfänger von 
Blindkopien), worum es in der E-Mail geht (Betreffzeile) und wann sie abgesendet 
wurde. Oftmals sieht er zusätzlich die ersten Zeilen des eigentlichen Textes 
(„Body“) der E-Mail. Durch anklicken der E-Mail kann der Empfänger die 
komplette E-Mail samt Anhängen lesen.  

Für den E-Mail-Versand kann der Nutzer zwischen verschiedenen E-Mail- 
Diensten wählen. Das gängigste, auch in Unternehmen bevorzugt verwendete E-

9 “Word” ist das Textverarbeitungsprogramm der Firma Microsoft. 
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Mail-Programm, ist das Produkt „Outlook“ der Firma Microsoft. Daneben kann 
der Nutzer aber auch über das WWW E-Mail-Dienste auswählen. Zu nennen sind 
hier etwa die E-Mail-Programme der Firmen Gmx, Freenet oder Hotmail. Um an 
sein Postfach zu gelangen, also um seine E-Mails lesen und versenden zu können, 
ist hier die Eingabe eines Benutzernamens und eines Passworts erforderlich. 

Ggf. steht den Arbeitnehmern am Arbeitsplatz die Möglichkeit zur Verfügung, 
ihre E-Mails zu verschlüsseln, d.h. ihren Inhalt für nicht autorisierte Personen 
unkenntlich zu machen, wobei das derzeit sicherste Verfahren asymmetrisch, d.h. 
unter Verwendung eines privaten und eines öffentlichen Schlüssels bei Absender 
und Empfänger arbeitet.10

D. Sonstige Internetdienste

Die Kommunikation über E-Mail ist einer Postkorrespondenz im nicht 
juristischen Sinne vergleichbar. In kürzester Zeit werden hier Nachrichten 
sukzessive ausgetauscht. Über die sog. IR-Chats besteht die Möglichkeit über das 
Internet direkt mit anderen Chat-Teilnehmern zu kommunizieren. Es entsteht eine 
Art spontaner Live-Unterhaltung durch Texteingabe. IR-Chats befinden sich auf 
speziellen Servern und sind über das WWW durch Eingabe der entsprechenden 
Adresse (z.B. www.chat.de) erreichbar.11 Auf einem derartigen Server angelangt, 
kann sich der Nutzer, zumeist unter Eingabe eines Benutzernamens (der Name, 
wie er von den anderen Chat-Teilnehmern genannt werden will) und ggf. eines 
Passworts (bei anmeldepflichtigen IR-Chats), problemlos vom Arbeitsplatz aus mit 
einer beliebigen Anzahl anderer Nutzer über die unterschiedlichsten 
Themengebiete „unterhalten“. Dazu wählt er einfach einen entsprechenden 
virtuellen Themenraum (z.B. Raum: „Flirt“ oder „Star Trek“). Will er mit einem 
anderen Nutzer ungestört kommunizieren, besteht die Möglichkeit, sich zusätzlich 
in virtuelle „Separées“ zu begeben, die von ungebetenen Chat-Teilnehmern nicht 
eingesehen werden können. Dass bei entsprechender Nutzung die Konzentration 
am Arbeitsplatz beeinträchtigt werden kann, liegt auf der Hand. 

So genannte Newsgroups (Usenet) sind virtuelle schwarze Bretter, die ähnlich wie 
IR-Chats in verschiedene Themengebiete unterteilt sind und auf einem speziellen 
Rechner bereitgehalten werden. Auf diesen Rechner kann der Nutzer mittels 
spezieller Programme, so genannter Newsreader, zugreifen12 und einzelne 
Newsgroups abonnieren. Anhand des Newsreaders kann er die einzelnen Beiträge 

10 So z.B. das System „PGP“ = “Pretty Good Privacy“. Zu Verschlüsselungstechniken vgl. Hanau/Andres, S. 6. 

11 Aus Sicht des Benutzers bestehen zwischen IR- und WWW-Chats in der Funktionalität keine wesentlichen 
Unterschiede. Wenn im folgenden von IR-Chats die Rede ist, sind die Aussagen auf den WWW-Chat 
deshalb übertragbar.  

12 Zum Verfahren vgl. Hanau/Andres, S. 4. 




