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Einleitung

Das Internet hat sich in kürzester Zeit vom modernen Technikwunder zur Alltagserscheinung

entwickelt, die neben vielen Annehmlichkeiten auch Sorgen mit sich bringt und Gefahren für den

einzelnen aber auch die Funktionsfähigkeit des Mediums insgesamt birgt.

Ist hier die Frage nach der „Rolle des Staates im Internet“ gestellt, so ist das Thema be-

wußt weit gesteckt, bedarf damit aber auch einiger erklärender Worte.  Ob und gegebenenfalls

wie der Staat in einem Regelungsbereich tätig wird, welche Erwartungen dabei der Bürger dem

staatlichen Eingriff gegenüber hegt, wann andere Staaten aufgrund der Annahme eigener Souve-

ränität dem Staatshandeln Grenzen setzen, kurzum welche Rolle dem Staat im Kontext einer be-

stimmten Materie zukommt, ist eine seit langem geführte Diskussion, die bislang keine einheitli-

che Beantwortung gefunden hat.  Insofern wird vorliegend das Internet, das mit seinen Eigen-

schaften vor allem der Globalität und Dezentralität eine Herausforderung an den territorial defi-

nierten Nationalstaat stellen und dessen traditionelle Beziehung nach außen zu anderen Staaten

wie auch nach innen zur Gesellschaft anzweifeln muß, zum Anlaß genommen, die Rolle des

Staates vor dem Hintergrund des Internets neu zu erörtern.

Die so beschriebene Problematik basiert auf staatstheoretischen Überlegungen und wird

deswegen notwendigerweise auf einem zunächst sehr abstrakten Niveau analysiert, bedarf zum

Zwecke der Veranschaulichung aber der Präzisierung:  Obwohl für den Staat die Teilnahme an

einer ganzen Reihe unterschiedlicher Aktivitäten im Internet vorstellbar ist, sei es bei einer dem

Privatrecht unterworfenen Verfolgung wirtschaftlicher Interessen oder im öffentlich-rechtlichen

Verhältnis zum Bürger oder zu anderen Staaten, soll hier lediglich auf letztere Beziehung einge-

gangen und damit die Untersuchung staatlicher Regulierung und Regulierungsmöglichkeiten in

den Vordergrund gestellt werden1.  Dies erfordert auch eine Auseinandersetzung mit dem unter

Umständen neu zu definierenden Verständnis staatlicher Regulierung und schließt gleichfalls die

Erörterung nach den Gründen eines entsprechenden Eingreifens mit ein.  Ist also im Folgenden

vom Handeln des Staates oder von staatlichem Tätigwerden im Internet die Rede, sind damit

1 Um einen Eindruck dessen, was Gegenstand der vorliegenden Diskussion sein kann, zu geben, findet sich bereits am
im ersten Kapitel der Arbeit unter H. III) eine beispielhafte Darstellung bestehender staatlicher Regulierungsansätze
im Internet.
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staatliche Regulierungsbestrebungen (etwa im Rahmen der Strafverfolgung oder zur generellen

Gewährleistung von Rechten des einzelnen) gemeint, die im Zusammenhang mit Vorgängen im

Internet stehen (das heißt beispielsweise die Kommunikation zwischen Teilnehmern per E-mail

oder den Kauf von online angebotenen Waren betreffen).

Letztere Aussage zwingt zu einer weiteren Konkretisierung, denn ohne den Darstellungen

des Anfangskapitels vorgreifen zu wollen2, ist offenkundig, daß „das Internet“ in seiner Gesamt-

heit nur schwierig zu begreifen ist, setzt es sich doch aus einer Vielzahl einzelner Kommunikati-

onsdienste zusammen.  Trotzdem hat sich nicht nur die Zusammenfassung dieser Teilbereiche

unter dem Stichwort Internet (oder Cyberspace) im alltäglichen Sprachgebrauch eingebürgert,

sondern die Verflechtung unterschiedlicher Kommunikationsmöglichkeiten in einem Medium ist

geradezu eine Besonderheit des Internets, welche es auch für den Staat zu erfassen gilt.  Wenn-

gleich in mancherlei Kontext die Regulierung eines Dienstes wie beispielsweise der E-mail

leichter zu erklären sein mag, als dies für einen anderen Dienst der Fall ist, so darf doch nicht der

Blick auf die Kombination mehrerer Dienste unter dem Dach des Internets, also das „Internetgan-

ze“, außer acht gelassen werden.

Einleitend und sehr allgemein kann festgestellt werden, daß das Verständnis vom Staat im

Internet wesentlich durch widersprüchliche Aussagen zu seiner Rolle gekennzeichnet ist.  So

werden einerseits immer wieder Stimmen laut, die sich gegen ein Zuviel an staatlicher Regulie-

rung wehren, so sie denn nicht ganz in Forderungen von einer „Staatsfreiheit“ übergehen, was

damit begründet wird, daß der Staat in einem globalen, unkontrollierbaren Medium nicht handeln

könne oder zumindest nicht tätig werden dürfe.  Statt dessen wird eine Selbstregulierung des In-

ternets proklamiert.  Auf der anderen Seite äußern immer mehr Teilnehmer im Internet (im Fol-

genden auch als Nutzer bezeichnet) Bedenken gegenüber den angeblichen Freiheiten der Internet-

kommunikation und wenden sich an den Staat, damit dieser etwa die Sicherheit personenbezoge-

ner Daten garantieren möge.  Ebenso erwarten Teile der Industrie, die in vielen Situationen auch

im Internet geneigt ist, auf die Macht des Marktes zu vertrauen, daß der Staat beispielsweise dafür

Sorge trägt, den Urheberrechtsschutz zu gewährleisten und die Verbreitung illegaler Raubkopien

im Internet zu unterbinden.  Und auch seitens des Staates mangelt es in Sachen Internet an einer

2 Das erste Kapitel beginnt mit einem Überblick über wesentliche Aspekte der Internetkommunikation.
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kohärenten Politik, wenn sich neben Beschwörungen einer Nichteinmischung konkrete Ansätze

einer Regulierung finden.

Die Auseinandersetzung mit der Rolle des Staates im Internet wirft so verschiedene Fra-

gestellungen auf.  Ausgangspunkt ist die Klärung „staatlichen Könnens“, womit die Möglichkeit

staatlicher Regulierungsmöglichkeit im Zusammenhang mit einer territorial schwer einzugren-

zenden und somit dem Staat zuzuordnenden Materie angesprochen ist.  Daran schließt sich die

Problematik der Zulässigkeit des Staatshandelns (das „staatliche Dürfen“), welche das Verhältnis

von Staat und Gesellschaft und die eventuelle Begrenzung staatlicher Regulierungsmacht durch

gesellschaftliche Belange zum Inhalt hat.  Mit der Diskussion einer „Staatsaufgabe Internet“ ist

schließlich die Diskussion verbunden, ob es grundsätzlich eines (möglichen und zulässigen)

Staatshandelns im Internet bedarf, ob der Staat also gegebenenfalls gehalten ist, Verhalten im

Cyberspace zu regulieren und wie der allgemeine Rahmen einer solcher staatlichen Aufgabe be-

stimmt werden kann.  Im Anschluß daran wird die Notwendigkeit staatlicher Verantwortung an-

hand des Beispiels Datenschutz und der Kritik an der Internetorganisation ICANN veranschau-

licht.  - Bezweckt ist demnach nicht, ein Handbuchs zu verfassen, welches mittels detaillierter

Aufzählungen staatliche und gesellschaftliche Regulierungsbestrebungen im Internet abschlie-

ßend erfaßt und mit sowohl umfassenden als auch konkreten Normierungsvorschlägen aufwartet.

Ziel der vorliegenden Abhandlung ist es vielmehr, im Sinne allgemeiner staatstheoretischer Ü-

berlegungen zu einem Verständnis von den Aufgaben und Grenzen der Staatsgewalt in der zu-

weilen als anarchisch oder zumindest steuerungsunwillig dargstellten virtuellen Welt des Inter-

nets zu gelangen und insbesondere das Verhältnis vom Staat zur Gesellschaft des Internets zu

beleuchten, um auf diese Weise Richtlinien für einen flexiblen Umgang mit den rechtlichen

Schwierigkeiten des Internets zu erarbeiten.

Wenngleich sicherlich in erster Linie die deutsche Verfassungslage Leitbild der nachfol-

genden Überlegungen ist, so wird doch bewußt allgemein vom Staat, d.h. ohne weitere nationale

Zuordnung, gesprochen, zumal die Internationalität des Mediums Internet von entsprechend

weitläufiger Konsequenz ist.  Daß ein bedeutender Teil der zitierten Literatur aus dem U.S.-

amerikanischen Bereich stammt, läßt sich mit der frühen und vergleichsweise intensiven Faszi-

nation, die das Thema Internet jenseits des Atlantiks ausgelöst hat, erklären.  Die Einbeziehung in
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dem Maße, wie sie vorliegend vorgenommen wird, erscheint auch vor dem Hintergrund des

merklichen Einflusses der amerikanischen Diskussion auf die deutsche Rechtsliteratur sinnvoll.




